
 

 

 

 

INFORMATION SECURITY POLICY 

Company BUCK d.o.o., Belgrade 

 

 

 
WITH BIG INVESTMENT IN KNOWLEDGE AND INNOVATIONS, WE STRIVE TO 
IMPROVE INFORMATION SECURITY, AS A WAY TO PROTECT OUR 
INVESTMENTS. 

 
Aware of fluctuation of employees as a normal lifecycle of companies and individuals, 
we manage the security of information and continuity of business, while protecting 
ourselves from accidental or intentional leakage of information, and provide the 
following: 

 
• Confidentiality, integrity and availability of all business information; 
• Respecting and fulfilling of legal requirements regarding information safety and other 

external and internal requirements we are committed to; 
• Protection of information from unauthorized access; 
• Establishing methodology of risk estimation containing criteria for safety information 

risk assessment and providing guidelines for managing those risks; 
• Framework for setting up the targets of information safety; 

• Elaboration of plan of business continuity in extraordinary situations; 
• Constant training and awareness raising of employees regarding the safety of 

information; 
• Keeping track and researching of actual or potential breaches of information safety 

and 
• Constant improvement of information security management. 

 
 

 
Belgrade, 
15/07/2016  
                                                                                                        Zoran Vasiljević,  
 general manager 

 

 


